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Abstract 
This This work introduces an energy-efficient monolithic Power Management Unit (PMU) designed specifically for photovoltaic cells, capable 
of efficiently charging a large supply capacitor and managing stored energy to provide the necessary supply voltage and power for low-energy 
wireless sensor nodes, including sensors and actuators. The proposed system is self-sustaining, initiating operation with a light source luminosity 
of 500 lux or higher using only a 1.42 cm² solar cell. Additionally, it integrates an energy monitor, enabling the system to power autonomous 
sensor nodes operating in discontinuous modes. This PMU enhances energy efficiency, making it ideal for applications requiring low power 
consumption and reliable energy management in indoor environments. 
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1. Introduction 
The Internet of Things (IoT) represents a transformative force 
in modern technology, interlinking physical devices, vehicles, 
buildings, and other objects, embedded with sensors, 
software, and network connectivity, enabling these entities to 
collect and exchange data. This network of connected devices 
offers unprecedented opportunities for automation, data-
driven decision-making, and improved efficiency across 
various sectors. The concept of IoT is not new [1]; however, its 
rapid expansion in recent years has been fueled by advances 
in wireless communication, cloud computing, and the 
proliferation of smart devices. At its core, IoT leverages the 
power of the internet to extend the capabilities of everyday 
objects, allowing them to communicate with each other and 
with central systems without requiring human intervention. 
This connectivity enables real-time monitoring, control, and 
analysis, which can significantly enhance operational 
processes. For instance, in industrial settings, IoT devices can 
monitor machinery for signs of wear and tear, predict 
maintenance needs, and optimize production schedules, 
thereby reducing downtime and costs. Similarly, in smart 
homes, IoT devices such as thermostats, lighting systems, and 
security cameras can be controlled remotely, providing 
convenience, energy savings, and enhanced security. 
One of the key components of IoT is data. The vast amount of 
data generated by IoT devices can be analyzed to extract 
valuable insights, leading to improved decision-making and 
the creation of new business models. For example, in the 

healthcare industry, IoT-enabled devices can monitor patients' 
vital signs in real time, allowing for timely interventions and 
personalized treatment plans. In agriculture, IoT systems can 
track soil moisture levels, weather conditions, and crop 
health, helping farmers to optimize irrigation and maximize 
yield. The ability to gather and analyze data on such a large 
scale opens up possibilities for innovation and efficiency that 
were previously unimaginable. However, the growth of IoT 
also brings significant challenges, particularly in terms of 
security and privacy [2]. With so many devices connected to 
the internet, the potential for cyberattacks increases, raising 
concerns about the vulnerability of critical systems and 
personal information. Ensuring that IoT devices are secure 
and that data is protected from unauthorized access is a major 
focus for developers and policymakers alike. Moreover, the 
sheer volume of data generated by IoT devices presents 
challenges in terms of storage, processing, and management. 
Advanced data analytics and machine learning techniques are 
being developed to address these issues, but the complexity of 
IoT ecosystems means that these solutions must be 
continuously refined. 
Internet of Things is reshaping the way we interact with the 
world around us, offering new levels of connectivity, 
efficiency, and intelligence. From smart homes to industrial 
automation, healthcare, and agriculture, IoT is driving 
innovation across a wide range of industries. While the 
benefits of IoT are vast, the challenges, particularly related to 
security and data management, must be addressed to fully 
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realize its potential [3]. As IoT continues to evolve, it is likely 
to play an increasingly central role in our lives, transforming 
not only how we live and work but also how we think about 
technology and its impact on society. 
The paper is arranged as follows: Section 2 highlights the 
research motivation of the paper. Section 3 introduces an 
overview of IoT enabling technologies introduces in Section 
3.1. A brief description of the WSNs technology that enabled 
the IoT revolution is provided in Section 3.2. Various sources 
of energy wastage and different solutions have been 
mentioned in the literature and are presented in Section 3.5. 
Section 5 identifies the gaps in the existing literature in terms 
of energy conservation measures that could be considered in 
future works. Finally, Section 6 is summarized the paper. 
 
2. Motivation of the Research 
Researching continuous power for edge IoT devices is critical 
due to the increasing reliance on these devices for real-time 
data processing in remote or resource-constrained 
environments. Edge IoT devices often operate in areas where 
reliable power sources are scarce, making uninterrupted 
operation a significant challenge [4]. Ensuring continuous 
power is essential to maintain the functionality of these 
devices, which are integral to applications like environmental 
monitoring, smart agriculture, and industrial automation. 
Furthermore, continuous power solutions can enhance the 
lifespan and efficiency of edge devices, reducing downtime 
and maintenance costs. By exploring innovative energy-
harvesting techniques, low-power design strategies, and 
efficient power management systems, researchers can develop 
sustainable solutions that support the growing demand for 
resilient and autonomous IoT networks. This research is vital 
for enabling the full potential of IoT technologies, particularly 
in critical and remote applications where consistent 
performance is non-negotiable. 
 
3. Literature Review 
The Internet of Things (IoT) technology, with its ability to 
connect a vast array of devices to networks, has 
revolutionized how organizations operate and interact with 
their environments. Leaders across industries recognize the 
immense potential of IoT to drive efficiency, innovation, and 
new revenue streams. By investing in IoT, companies are 
capitalizing on its ability to transform ordinary objects into 
smart, connected devices that can collect, analyze, and share 
data. 
The applications of IoT are extensive and span across various 
sectors. In smart homes, IoT devices control lighting, heating, 
and security systems, offering enhanced convenience and 
energy efficiency. In healthcare, wearable IoT devices 
monitor patient health in real-time, enabling early diagnosis 
and personalized treatment. Industrial IoT (IIoT) applications 
improve manufacturing processes by monitoring equipment 
and optimizing production through predictive maintenance. In 
agriculture, IoT sensors track soil conditions and weather 
patterns, helping farmers maximize crop yields [5]. 
Understanding these common applications is essential for 
grasping the current impact of IoT. However, the future holds 
even more possibilities as IoT technology continues to evolve, 
offering new solutions for challenges in areas like urban 
planning, environmental monitoring, and beyond. As IoT 
expands, its role in shaping the future of technology and 
society will only grow. 
 
 

 
 

Fig 1: The number of people greater than the number of people [5] 
 
The global number of IoT devices is expected to nearly 
double from 15.9 billion in 2023 to over 32.1 billion by 2030, 
with China projected to lead in 2033 with around 8 billion 
consumer devices. The consumer segment, accounting for 
60% of all IoT devices in 2023, is anticipated to maintain this 
dominance over the next decade. Key industry verticals, each 
exceeding 100 million connected IoT devices, include 
electricity, gas, water supply, waste management, retail, 
transportation, and government. By 2033, IoT devices across 
all industries are expected to surpass eight billion [6]. The 
most significant use case in the consumer segment is internet 
and media devices, such as smartphones, with forecasts 
predicting over 17 billion devices by 2033. Additionally, 
other major use cases, including connected vehicles, IT 
infrastructure, asset tracking, and smart grids, are each 
expected to exceed one billion devices by the same year, 
underscoring IoT's growing impact across various sectors. 
 

 
 

Fig 2: Number of IoT devices globally [6] 
 
Applications of IoT as highlighted in recent studies [7], 
underscoring its broad impact across various sectors. Figure 3 
showcases a comprehensive taxonomy of IoT applications, 
categorizing them into key fields such as healthcare, 
environmental monitoring, smart cities, commercial 
enterprises, industrial operations, and infrastructure 
management. These application areas are pivotal in driving 
the adoption and evolution of IoT, illustrating how this 
technology is shaping modern advancements and gaining 
widespread acceptance. The continuous exploration of IoT 
applications enhances our understanding of the technology, 
facilitating the design of innovative systems tailored to 
emerging needs. Essentially, IoT revolves around the concept 
of generating and transferring data between objects, thereby 
enabling seamless communication across devices. This 
capability expands the range of IoT applications, making 
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them highly versatile and virtually limitless [8]. The dynamic 
nature of IoT ensures that its applications continue to grow, 
influencing various domains and contributing to the 
advancement of technology in the new world. The study of 
these applications is crucial for improving IoT technology and 
driving further innovation, ensuring its relevance in 
addressing both current and future challenges. 
Power consumption is a critical challenge for IoT devices, 
particularly because many rely on small, non-rechargeable 
batteries [9]. Optimizing battery life is essential, not only to 
meet customer expectations for long-lasting devices but also 
to ensure the economic viability of IoT projects. In cases 
where sensors and actuators fail prematurely due to battery 
depletion, replacement costs can be prohibitively high. 
Manufacturers use various tools to conduct battery drain 
analysis to understand how IoT devices consume power. 
These devices often exhibit highly variable current 
waveforms, with rapid switching between operational modes 
that consume tens or hundreds of milliamps and low-power 
sleep modes that require only micro-or nano-amps. This 
variability makes accurate power management challenging, 
but essential for prolonging battery life. 
 

 
 

Fig 3: Taxonomy of IoT applications [8] 
 

Proper design techniques can significantly extend the battery 
life of IoT devices. These techniques may include optimizing 
power consumption during active modes, minimizing power 
use in sleep modes, and employing energy-efficient 
components. By addressing these factors, manufacturers can 
ensure that IoT devices operate effectively over extended 
periods, reducing the need for frequent battery replacements 
and enhancing the overall sustainability of IoT networks.  
 

 
 

Fig 4: Average energy efficiency of different battery technologies 

[10]. 
 
Energy efficiency in batteries, defined as the ratio of 
discharged to charged energy, is crucial, with energy losses 
manifesting as heat that must be managed to prevent 
overheating. The safety of IoT devices, especially wearables 
that come into close contact with human skin, is a significant 
concern. Wearable batteries must avoid causing skin allergies 
or toxicity. Lead-acid batteries, due to their toxic components, 
rank lower in safety. Lithium-based batteries, though widely 
used, carry risks like thermal runaway if mismanaged. 
Alkaline and zinc-air batteries are safer alternatives, adhering 
to IEC 60086-2 standards for safety and medical 
compatibility. 

 
Table 1: IoT network overview [10] 

 

Technology Power 
Consumption 

Energy Density 
Requirements Range Battery Life 

Expectancy Typical Applications 

BLE Very Low Low Short (up to 10 m) Medium Wearables, Beacons 
LoRaWAN Low Medium Long Long Remote Sensors, Agriculture Monitoring 

IoT over Cellular Network Low Medium Long Long Smart Meters, Asset Trackers 
WiFi High High Short Short Smart Home, Industrial IoT 

 
When designing an IoT system with a wireless network, 
processing unit, and end nodes, several critical factors must 
be carefully evaluated. Energy density is a key consideration, 
requiring optimization to ensure efficient operation. Power 
consumption analysis is vital to prevent rapid battery 
depletion, ensuring the system functions effectively over an 
extended period. Long battery life is essential for minimizing 
the need for frequent replacements. Safety considerations are 
also paramount to avoid potential hazards to users and the 
environment. 
Wireless networks such as BLE (Bluetooth Low Energy), 
LoRaWAN, GSM, and Wi-Fi are integral to IoT systems but 
vary significantly in their power demands. BLE is preferred 

for applications requiring long battery life due to its low 
power consumption, while LoRa offers low power use over 
longer distances [10]. Wi-Fi, although providing higher 
bandwidth, consumes more power, potentially shortening 
battery life. Cellular IoT networks like EC-GSM-IoT and NB-
IoT balance long-range communication with energy 
efficiency, making them suitable for wide-area applications. 
Providing continuous energy or power supply to IoT devices 
using renewable energy resources is a promising approach to 
ensure their uninterrupted operation. Renewable energy 
sources such as solar, wind, and kinetic energy can be 
harnessed to power IoT devices, particularly those deployed 
in remote or off-grid locations. Solar panels, for instance, can 
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be integrated into IoT devices to convert sunlight into 
electricity, while small wind turbines or kinetic energy 
harvesters can generate power from environmental 
movements. 
Using renewable energy not only enhances the sustainability 
of IoT systems but also reduces dependence on conventional 
batteries and the environmental impact associated with battery 
disposal. This approach is especially beneficial for IoT 
applications that require continuous monitoring and data 
transmission, such as environmental sensors, agricultural 
monitoring systems, and remote industrial equipment. By 
tapping into renewable energy sources, IoT devices can 
achieve longer operational lifespans, reduced maintenance 
costs, and greater reliability, all while contributing to a more 
sustainable and energy-efficient future. 
 
4. Energy Harvesting 
Energy harvesting refers to the process of capturing and 
converting energy from external sources like solar, wind, 
thermal, or kinetic energy into electrical power. This 
technique is particularly valuable for powering IoT devices, 
especially in remote or hard-to-reach areas where replacing 
batteries is impractical. By harnessing ambient energy, these 
devices can operate autonomously for extended periods, 
reducing the need for conventional power sources. Energy 
harvesting enhances the sustainability and efficiency of IoT 
systems, allowing them to function continuously without 
relying on grid power or frequent battery replacements, 
thereby supporting long-term and cost-effective deployments. 
Wind energy and solar energy are two prominent methods of 
energy harvesting for powering IoT devices, each with its 
unique advantages and limitations.  
Wind energy harvesting involves capturing energy from wind 
using small-scale turbines or piezoelectric materials. It is 
particularly effective in locations where wind is consistent 
and strong, such as coastal or mountainous regions. Wind 
energy can be harvested day and night, offering a continuous 
power supply, which is a significant advantage over solar 
energy. However, wind energy harvesting systems can be 
more complex due to the mechanical components involved, 
requiring maintenance and potentially being subject to wear 
and tear. Additionally, wind speeds may vary, leading to 
fluctuations in the power generated, which can affect the 
reliability of IoT devices. 
On the other hand, solar energy harvesting utilizes 
photovoltaic cells to convert sunlight into electricity. Solar 
energy is widely accessible and easy to deploy, making it a 
popular choice for IoT devices, especially in areas with 
abundant sunlight. Solar panels are typically low-maintenance 
and have no moving parts, making them durable and reliable. 
However, solar energy harvesting is dependent on sunlight, 
which means power generation is limited to daylight hours 
and can be affected by weather conditions such as cloud cover 
or shading. This variability can be a drawback for IoT devices 
that require a consistent power supply. 
Wind energy harvesting is advantageous for its ability to 
generate power continuously, especially in windy 
environments, but may involve more complex and 
maintenance-heavy systems. Solar energy harvesting is easier 
to implement and reliable in sunny areas, but its dependency 
on daylight can limit its effectiveness. The choice between 
wind and solar energy harvesting for IoT devices should be 
based on the specific environmental conditions and power 
requirements of the application, with some systems 

potentially benefiting from a hybrid approach that combines 
both energy sources to maximize reliability and efficiency. 
 

 
 

Fig 5: IoT device with Energy Harvesting Architecture: Harvest-Use 
 

 
 

Fig 6: IoT device with Energy Harvesting Architecture: Harvest-
Store-Use 

 
Energy harvesting, or energy scavenging, involves capturing 
energy from external sources like mechanical loads, 
vibrations, temperature gradients, or light, and converting it 
into small amounts of power to supply electronic devices. 
This approach leverages ambient energy from the 
environment, providing a green energy source that can either 
replace primary batteries or charge secondary cells, offering a 
cost-effective and environmentally friendly solution for 
powering wireless devices. A typical energy harvesting 
system consists of three main components: the energy source 
(external energy collected), the harvesting architecture 
(mechanisms for conversion), and the load (the consumer of 
the energy) as shown in the two architecture Figure 5 and 
Figure 6 [11]. 
The harvested energy can be used immediately or stored for 
future use, leading to two primary architectures in energy 
harvesting systems. In systems configured for immediate use, 
energy is converted and directly consumed by the device. In 
systems designed for storage, energy is captured and stored in 
batteries or capacitors, allowing for continuous operation even 
when the external energy source is unavailable. Key 
components of these systems include energy harvesting 
circuits that convert ambient energy into Direct Current (DC) 
energy, power management units that optimize energy 
efficiency, and storage elements that ensure a reliable power 
supply. These components are the focus of ongoing research 
aimed at creating energy-autonomous wireless sensors for 
deployment in IoT environments, enabling sustainable and 
efficient operation in diverse applications. 
 
5. IoT Edge Device 
The Internet of Things (IoT) ecosystem is a complex network 
composed of several critical components, each performing 
distinct functions that collectively enable the seamless 
operation of smart systems. The Edge, a crucial part of this 
ecosystem, comprises Gateways, Devices, Sensors, and 
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Actuators, all of which interact to sense, process, connect, and 
execute tasks as shown in Figure 7 [12]. Understanding these 
components and their roles is essential to grasp the full 
potential and operation of IoT systems.  
 

 
 

Fig 7: IOT System, Cloud and Edge. 
 
A. Sensors and Actuators: "Sense and Execute" 
Sensors and actuators are the foundational elements in any 
IoT system, responsible for interacting with the physical 
world. Sensors are designed to detect and measure various 
physical parameters such as temperature, humidity, pressure, 
light, sound, and motion, converting these into electrical 
signals or other measurable parameters that can be processed 
by the system. For instance, microphones capture sound 
waves and convert them into electrical signals, while 
accelerometers measure the rate of change in velocity.  
In contrast, actuators perform the "execute" function, 
converting electrical signals back into physical action. This 
could involve opening a valve, moving a robotic arm, or 
producing sound through a speaker. Actuators are integral to 
IoT systems because they allow the system to interact with the 
environment based on the data received from sensors.  
One of the key challenges in the design of sensors and 
actuators is power management. Depending on whether a 
node is mains-powered or battery-powered, the power 
requirements can vary significantly. Smart sensors are often 
required to operate with minimal power consumption, 
especially in battery-powered devices, to extend their 
operational life. This consideration can drive functional 
partitioning, where some processing might be done locally (at 
the edge) rather than sending all data to the cloud, thereby 
conserving energy and reducing latency. 
 
B. Devices: "Process" 
Devices in IoT systems act as the processing units. They are 
responsible for collecting, processing, and storing data in a 
more distributed fashion, closer to the endpoints. This 
decentralized approach reduces the need for constant 
communication with the cloud, thereby lowering latency and 
conserving network resources.  
Advances in processing technology have significantly 
contributed to making these devices smaller and more 
powerful, enabling them to perform complex computations 
locally. This capability is crucial in scenarios where 
immediate processing is required, such as in autonomous 
vehicles or real-time monitoring systems. By handling data 
locally, devices can provide quicker responses to changes in 
the environment, enhancing the overall efficiency and 
functionality of IoT systems. 
 
C. Gateways: "Connect" 
Gateways serve as the bridge between edge devices and the 
cloud. They are essential for moving data from the edge of the 
network to central cloud-based systems where further 

processing and storage can take place. Gateways manage the 
communication between devices that may operate on different 
protocols and the cloud, ensuring seamless data flow across 
the network. 
In addition to connecting devices to the cloud, gateways often 
perform data preprocessing to reduce the volume of data sent 
to the cloud, which conserves bandwidth and reduces costs. 
For example, a gateway might aggregate data from multiple 
sensors, filter out noise, or perform basic analytics before 
transmitting the data. 
 
D.  Cloud: "Process" 
The cloud in IoT systems is where extensive data processing, 
storage, and analysis occur. Cloud platforms provide the 
computational power and storage capacity required to handle 
the vast amounts of data generated by IoT devices. The cloud 
also supports on-demand services, allowing users to access 
and analyze data from anywhere at any time. 
In IoT, the cloud is not just a passive data repository; it often 
hosts advanced analytics and machine learning algorithms 
that can derive insights from the collected data. These insights 
can then be sent back to the devices for action or used to 
improve system performance over time. For instance, 
predictive maintenance algorithms running in the cloud can 
analyze data from industrial machines to predict failures 
before they occur, thereby reducing downtime and 
maintenance costs. 
 
E. Systems: "Act" 
The final component in an IoT system is the action layer, 
where the information processed by the cloud is used to 
perform specific tasks or services. This could involve sending 
a command to an actuator, such as a robot arm or an audio 
speaker, based on the data received. For example, a command 
issued to Amazon's Alexa might trigger a purchase or provide 
an answer to a query, demonstrating how IoT systems can 
interact with users in meaningful ways. 
In some cases, the "act" function might involve more complex 
actions, such as driving machinery in an industrial setup, 
controlling home automation systems, or managing traffic in 
smart cities. The ability to act based on data is what makes 
IoT systems truly intelligent and autonomous, enabling them 
to perform tasks that improve efficiency, safety, and 
convenience across various applications. 
The IoT ecosystem is a sophisticated network of 
interconnected components, each playing a vital role in 
sensing, processing, connecting, and executing tasks. Sensors 
and actuators form the interface with the physical world, 
devices process data locally, gateways connect the edge to the 
cloud, the cloud provides extensive processing and storage 
capabilities, and the system's "act" function uses this 
information to perform meaningful actions. Together, these 
components create powerful, intelligent systems that are 
transforming industries and improving our daily lives. 
 
6. Proposed System 
The proposed indoor solar energy harvester is designed shown 
in Figure 8 to provide continuous power to an autonomous 
sensor node, making it suitable for energy-limited 
environments. This system's architecture comprises several 
key components, each playing a crucial role in maintaining 
efficient and reliable operation. Among these, the Power 
Management Unit (PMU) is a central element that interfaces 
between the energy source (the solar harvester) and the load, 
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which includes the microcontroller (MCU), sensors, and 
actuators. 

 

 
 

Fig 8: The Proposed system 
 
The PMU is responsible for managing the energy harvested 
from indoor light sources, ensuring that sufficient power is 
supplied to the various components of the sensor node. It 
regulates the power distribution to the microcontroller, which 
processes data, and to the sensors and actuators that perform 
specific tasks such as sensing environmental parameters and 
communicating wirelessly with a reader or central system. 
To optimize energy consumption, the system is designed to 
reduce power usage during periods of inactivity. Specifically, 
the microcontroller and sensors are switched off when not 
actively processing or transmitting data. During this time, 
only the low-power transceiver and the PMU remain active. 
The transceiver continuously listens for a trigger command 
from the reader, which signals the system to wake up and 
perform its tasks. This listening mode is energy-efficient but 
still consumes a small amount of power, which is why the 
design prioritizes minimizing consumption during these 
periods. 
The PMU is tailored for these energy-limited loads, 
particularly in scenarios where the power budget is tight, such 
as in environments with minimal indoor lighting. It ensures 
that the sensor node remains operational by efficiently 
managing the small amounts of energy harvested. When the 
system is triggered, and the microcontroller and sensors are 
activated, the PMU handles the surge in power demand, 
ensuring that all components receive the energy they need to 
function correctly. 
The proposed system integrates an indoor solar energy 
harvester with a well-designed PMU to maintain the operation 
of an autonomous sensor node under challenging power 
conditions. The PMU's ability to manage power distribution 
and minimize energy consumption during idle periods is 
crucial for extending the sensor node's operational life, 
making it a viable solution for sustainable, energy-efficient 
IoT applications. 
 

 
 

Fig 9: Power consumption pattern over time for the proposed 
wireless sensor node [13] 

The power consumption dynamics of a wireless sensor node 
is shown in figure 9. are pivotal in determining the efficiency 
and sustainability of energy-harvesting systems, especially in 
IoT applications where the balance between power generation 
and consumption is crucial. A typical wireless sensor node 
operates in two primary modes: active mode and sleep mode, 
each with distinct power requirements. 
The transceiver communicates with the reader or central node 
using backscattering techniques, complemented by a battery-
assisted semi-passive operation. This setup achieves a 
sensitivity of -24 dBm, allowing a communication range of up 
to 21 meters [14]. In battery-assisted mode, the minimum 
energy required to power the chip is 12.6 µW, with a supply 
voltage specification ranging from 1 V to 3.3 V. Notably, a 
minimum of 1.4 V is necessary to wake up the system. This 
configuration ensures efficient communication while 
minimizing power consumption. 
 
F. Active Mode: High Power Demand 
During the active mode, the sensor node engages in tasks such 
as data collection, processing, and communication, which 
demand significantly higher power. This is the phase where 
the sensor actively interacts with its environment-sensing 
physical parameters, manipulating data, and transmitting 
information to other network components or the cloud. Due to 
these intensive activities, the power consumption during the 
active mode often exceeds the power that can be harvested in 
real-time from ambient sources like indoor solar energy. 
The challenge in this phase is that the energy generator, such 
as a solar panel, typically provides insufficient power to meet 
the immediate needs of the sensor node during its active 
operations. This discrepancy necessitates a design strategy 
where the system can store excess energy harvested during 
periods of low activity or sleep mode, which can then be 
utilized during the high-demand active phases. Thus, energy 
storage components, like capacitors or batteries, play a critical 
role in bridging the gap between energy generation and 
consumption during active mode. 
 
G. Sleep Mode: Energy Conservation 
In contrast, during sleep mode, the sensor node significantly 
reduces its power consumption by deactivating non-critical 
functionalities. This mode is characterized by the shutdown of 
various components such as the microcontroller (MCU) core, 
sensor electronics, and interface logic peripherals. The node 
enters a low-power state, effectively conserving energy while 
waiting for a stimulus-such as a scheduled wake-up signal or 
an external event-to resume full operations. 
The sleep mode is integral to the efficiency of low-power, 
duty-cycled sensor nodes, as it typically lasts much longer 
than active mode, often by an order of magnitude. This 
extended low-power period allows the system to accumulate 
energy from the harvester, making it available for the next 
active cycle. The stark difference in power requirements 
between active and sleep modes allows for strategic energy 
management within the sensor node, particularly through the 
use of power management units (PMUs). 
 
H. Power-Limited Loads 
Power-limited loads refer to scenarios where the power 
consumption during sleep mode is comparable to the power 
generated by the harvester. This situation is common in cases 
where the transceiver, which is responsible for maintaining 
communication, remains active even during sleep mode to 
continuously listen for incoming signals. The continuous 
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operation of the transceiver, even at reduced power levels, 
leads to a non-negligible power drain during periods that 
would otherwise be low-consumption. 
In such power-limited scenarios, maximizing the efficiency of 
the PMU is critical. This is often achieved through the 
implementation of Maximum Power Point Tracking (MPPT) 
modules, which dynamically adjust the power conversion 
process to ensure that the harvester operates at its maximum 
efficiency. MPPT modules optimize the energy transfer from 
the harvester to the storage elements or directly to the load by 
adapting to varying environmental conditions, such as 
changes in light intensity for solar harvesters. The goal is to 
maintain an optimal balance where the energy harvested 
closely matches the energy consumed, even in low-power 
scenarios. 
 
I. Energy-Limited Loads 
Energy-limited loads, on the other hand, are characterized by 
a significant difference between power consumption in active 
and sleep modes. In these systems, the average power 
consumption during active mode is much higher-often by an 
order of magnitude-than during sleep mode and exceeds the 
average power generated by the harvester. However, during 
sleep mode, the energy consumption is low enough to allow 
the system to store energy efficiently, which will later be used 
during active periods. 
In energy-limited scenarios, while MPPT is still beneficial, it 
is not as critical as in power-limited loads. The system can 
rely on the relatively low power demands during sleep mode 
to build up an energy reserve in an external capacitor or 
battery. This stored energy is then available to power the 
sensor node during its high-demand active periods. The 
harvester in such systems often operates near the “open 
circuit” condition during stationary states, where the energy 
storage is maximized, and the energy recovery process is 
continuous and efficient. 
Understanding the power consumption patterns of wireless 
sensor nodes, particularly the distinction between active and 
sleep modes, is essential for designing efficient energy-
harvesting systems. Power-limited loads require careful 
management of continuous low-level energy consumption, 
often necessitating advanced MPPT techniques to maximize 
energy transfer efficiency. In contrast, energy-limited loads 
benefit from the ability to store energy during low-demand 
periods and utilize it during high-demand active phases, 
making them more flexible in terms of power management 
strategies. By tailoring the PMU and energy storage systems 
to the specific needs of the sensor node, designers can ensure 
reliable and sustainable operation, even in energy-constrained 
environments. 
 
J. Power Management Unit 
The charge pump (CP) or DC-DC converter which is shown 
in Figure 10. is designed to quadruple the output voltage of 
the energy generator. It achieves this by using two identical 
charge pump modules, CP1 and CP2, each with a fixed 
conversion ratio of 2×. [15] These modules work in tandem, 
and their outputs are combined through a conventional 
voltage adder, resulting in the final 4× voltage increase. This 
configuration efficiently boosts the voltage, ensuring 
sufficient power for the system's operation. 
 

 
 

Fig 10: DC-DC Converter 
 
K. Energy Source 
The selected energy source is a small monocrystalline 
photovoltaic panel, specifically the KXOB25-05X3F shown 
in Figure 11a, with an active area of 1.42 cm² [16]. This solar 
cell's performance has been characterized under various 
indoor lighting conditions, examining light intensities ranging 
from 500 to 1000 lux. Different light sources, including 
fluorescent, LED, and halogen, were considered during the 
testing. The characterization results were then plotted to 
illustrate the cell's behavior under these varying conditions. 
The energy generator, which is the photovoltaic panel, 
converts ambient light into a continuous voltage output. This 
output voltage is influenced by both the intensity of the 
external light and the power demands of the Power 
Management Unit (PMU) [17]. As the light intensity and the 
PMU’s power requirements change, the panel’s voltage 
output follows a specific power curve, which is depicted in 
Figure 11b of the reference. In the case of an LED light 
source, this curve demonstrates how the panel’s voltage 
output adjusts to meet the energy needs of the system under 
different indoor lighting scenarios. 
 

 
 

Fig 11: (a) Solar cell and dimensions; (b) output power from the 
solar cell vs. output voltage with LED light sources and different 

light intensities. 
 
Here LED illumination was chosen due to its widespread use 
and high efficiency. According to the U.S. Department of 
Energy [18], LED lighting is expected to dominate most 
lighting installations by 2035. In a typical indoor setting with 
680 lux from LED light, the solar cell previously discussed 
was tested, and it achieved a measured maximum power 
output of 21.38 µW. This demonstrates the potential of LED 
lighting as a reliable source for indoor energy harvesting, 
making it a critical factor in the design and optimization of 
such systems. 
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7. Conclusion  
This work presents an innovative energy harvester that has 
been demonstrating high efficiency under low indoor lighting 
conditions. The proposed solar energy harvester is entirely 
self-sustaining, with the ability to cold start without external 
biasing signals. The solar power source is a commercial solar 
cell, the KXOB25-05X3F, with an active area of 1.42 cm². 
The system can initiate operation under indoor lighting as low 
as 500 lux without the need for external kick-off or control 
signals. It achieves a measured end-to-end Power Conversion 
Efficiency (PCE) of 60.54%, delivering a throughput power 
of 13.14 µW at 680 lux. Under higher indoor light conditions 
of 1000 lux, the maximum output power can reach up to 25 
µW. When operating in an open-circuit scenario, the peak 
Voltage Conversion Efficiency (VCE) is 94.5%. Additionally, 
the integrated energy monitor enables the system to supply 
power to autonomous sensor nodes within a 1 V to 2 V 
operation range. This capability allows for discontinuous 
operation regardless of the sensor's power consumption 
during activity, achieved by adjusting the supply capacitor 
size and automatically modifying the measuring rate. 
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